Information Consent

The collection of personal information by the University of Melbourne (University) is governed by the Privacy and Data Protection Act 2014 (Vic) and Health Records Act 2000 (Vic) (together, Privacy Laws). The University is also considered to be a data controller for the purposes of the EU General Data Protection Regulation 2016/679 (GDPR) in relation to the collection of personal information from individuals located in the European Union (EU), while conducting certain activities.

The University is committed to protecting your privacy and processing your personal information fairly and lawfully in compliance with the Privacy Laws and the GDPR, as applicable. Information you submit through the Vmock platform will be used by the University (Student and Scholarly Services) for the legitimate interest of providing you with a range of services that support and improve student career outcomes. It may also be used for reporting, system analysis and improvement purposes. You will not be able to access the Vmock platform if you do not provide the personal information requested. When your enrolment ceases, your user accounts and associated data will be deleted from VMOCK platforms after your University account is deactivated. For further information, you can contact us at ask.unimelb.edu.au

Vmock Inc is a registered US company. Please refer to Vmock’s Privacy Policy (https://www.vmock.com/privacy) for information regarding their privacy and security controls. Vmock provides limited information to third party providers Dropbox, Amazon Web Service and SendGrid to deliver their services. Information provided will be stored on AWS servers in the US. You can request the deletion of any data provided through the platform, which will result in the complete deletion of data within 30 days. You may access and modify any personal information you have provided by directly logging into your Vmock account.

The information you provide will be used by authorised University staff and contracted service providers for the purpose for which it was collected. We will not disclose your personal information to anybody else without your consent, unless we are authorised or required to do so by law. The University takes all reasonable steps to ensure that the information we hold is accurate and complete, and that we implement and maintain appropriate technical and organisational security measures to protect personal information transmitted, stored or otherwise processed, from accidental or unlawful destruction, misuse, loss, alteration, unauthorised access or disclosure. You may request access to, or correction of, or withdrawal of your consent to your personal information held by the University, or exercise data subject rights under the GDPR if applicable, at any time.

Please refer to our Privacy webpage (https://about.unimelb.edu.au/strategy/governance/compliance-obligations/privacy) for information on how to contact us about privacy, how to lodge a complaint and for the contact details of the University’s Privacy and Data Protection Officer.

Consent statement The University of Melbourne is committed to protecting your privacy in accordance with its responsibilities under applicable privacy laws. For further details see our privacy collection notice. By submitting any personal information, I consent to it being collected and disclosed by the University of Melbourne for the purposes described in the privacy collection notice.
By clicking Accept button on the login page you agree to use the VMock service under the conditions outlined above.